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Audit and Control Risk for IT Outsourcing:  
การตรวจสอบและควบคมุความเสีย่งจากการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยสีารสนเทศ 

  ITM113 

ฉบับแกไ้ข วันที ่10 กมุภาพันธ ์2568 

หลกัการและเหตผุล: 
 จากการเปลีย่นผ่านสูยุ่คเศรษฐกจิดจิทัิล ท าใหว้วัิฒนาการดา้นเทคโนโลยดีจิทัิลถูกพัฒนาขึน้อย่างต่อเนื่องและ

รวดเร็ว จนเป็นทีย่อมรับว่าเทคโนโลยดีจิทัิลเป็นเทคโนโลยทีีม่อีทิธพิลอย่างมากต่อการใชช้วีติของผูค้นในยุคปัจจุบัน จน

สง่ผลใหเ้กดิการเปลีย่นแปลงในหลากหลายมติ ิสามารถพลกิโฉมรูปแบบการคา้ การลงทุน และการด าเนนิชวีติ ดังนัน้ทุก
ภาคสว่นต่างเล็งเห็นถงึประโยชน์จากการน าความสามารถของเทคโนโลยีดจิทัิลมาเป็นปัจจัยส าคัญต่อการพัฒนาองค์กร 

หลายองคก์รจงึต่างทุ่มเทการลงทุนพัฒนาระบบแอปพลเิคชันตา่งๆขององคก์รใหเ้ป็นระบบอัตโนมัตดิว้ยเทคโนโลยดีจิทัิล 
เพือ่ชว่ยเพิม่สมรรถนะดา้นการปฏบัิตงิานของบุคลากร และเพิม่ศักยภาพในการด าเนนิกจิการใหม้มีากยิง่ขึน้ จะเห็นไดว้่า

ปัจจุบันไดเ้กดินวัตกรรมทางเทคโนโลยีใหม่ๆขึน้อย่างมากมาย ดังเชน่ หลายๆ องคก์รไดน้ าเอาเทคโนโลย ีAI (Artificial 

Intelligence) มาพัฒนาเป็นระบบอัจฉรยิะที่สามารถแสดงผลลัพธท์ี่มคีวามแน่นอน แม่นย า เทีย่งตรงสงู ทีค่วามสามารถ
ของมนุษยเ์องก็ยากที่จะทัดเทียมได ้และยังสามารถน าเอาเทคโนโลยี AI มาประมวลผลร่วมกับขอ้มูลขนาดใหญ่ (Big 

Data) เพื่อท านาย วิเคราะห์ขอ้มูลเชงิลึก (Data Analytic) ไดอ้ย่างถูกตอ้งแม่นย า และยังเกดินวัตกรรมใหม่ๆขึน้อีก

มากมายในหลายๆอตุสาหกรรม 

แต่การน าเทคโนโลยดีจิทัิลซึง่เป็นเทคโนโลยีสมัยใหม่ทีม่ีความหลากหลายและมีความสลับซับซอ้นมาตดิตัง้ใช ้

งานหรือน ามาพัฒนาเป็นระบบแอปพลเิคชันเพื่อใชง้านในองคก์รก็ไม่ใช่เรื่องง่าย เพราะจะตอ้งอาศัยบุคลากรที่มีความ

พรอ้มดา้นความรู ้ความเขา้ใจและความเชีย่วชาญดา้นเทคโนโลยดีจิทัิลนัน้ๆเป็นอย่างด ีรวมถงึการอาศัยเครือ่งมอือุปกรณ์

ประกอบต่างๆ ซึง่สว่นใหญ่มรีาคาสงู น่ันหมายความว่าหากองคก์รประสงคท์ีจ่ะน าเทคโนโลยสีมัยใหม่มาใชง้านหรอืน ามา
พัฒนาเป็นระบบแอปพลเิคชนัต่างๆขึน้ใชง้านเองภายในองคก์ร ก็จะท าใหอ้งคก์รตอ้งประสบกับปัญหาดา้นความพรอ้มของ

บุคลากรทีจ่ะมาท าหนา้ทีพ่ัฒนาระบบ รวมถงึองคก์รตอ้งอาศัยงบประมาณและระยะเวลาทีใ่ชใ้นการพัฒนาเป็นอันมาก ซึง่
เป็นความเสีย่งทีอ่าจจะท าใหก้ารพัฒนาและการตดิตัง้ใชง้านระบบเทคโนโลยดีจิทัิลสมัยใหม่ไมอ่าจประสบความส าเร็จได ้

ตามวัตถุประสงคท์ีอ่งคก์รคาดหวังไว ้ดังนัน้เพือ่เป็นการลดโอกาสทีอ่าจจะเกดิความเสีย่หายจากความเสีย่งดังกล่าว และ

จะเป็นการลดตน้ทุนจากการน าเทคโนโลยดีจิทัิลเขา้มาใชง้านในองคก์ร และสามารถท าใหก้ารบรหิารกจิการขององค์กร
สามารถประสบความส าเร็จตามวัตถุประสงค์ที่องค์กรไดค้าดหวังไว ้องค์กรจงึตอ้งอาศัยการใชบ้รกิารจากผูใ้หบ้ริการ

ภายนอก (Outsourcing) ทีไ่ดจ้ัดสรรคร์ะบบเทคโนโลยตี่างๆเอาไวพ้รอ้มแลว้เพื่อรองรับการใหบ้รกิารตามความตอ้งการ
ของลูกคา้ ยกตัวอย่างเชน่ การใชบ้รกิารจากผูใ้หบ้รกิารภายนอกทีใ่หบ้รกิารระบบคลาวด ์(Cloud Service Provider) การ

ใชบ้รกิารจากผูใ้หบ้รกิารภายนอกที่ใหบ้รกิารช าระเงนิทางอเิล็กทรอนิกส ์(Payment Gateway) หรือการใชบ้รกิารจากผู ้
ใหบ้รกิารภายนอกทีใ่หบ้รกิารดา้นระบบงานประมวลผล (Processing System) เป็นตน้ หรอืองคก์รจะใชว้ธิกีารว่าจา้งผูใ้ห ้

บรกิารภายนอกดา้นงานเทคโนโลยีสารสนเทศ (IT Outsourcing) ที่มีความรู ้ความเชีย่วชาญ และประสบการณ์ดา้นการ

พัฒนาระบบแอปพลเิคชนัดว้ยเทคโนโลยสีารสนเทศสมัยใหมม่าเป็นผูด้ าเนนิการพัฒนาระบบแอปพลเิคชนัใหต้ามทีอ่งคก์ร
ตอ้งการ แต่ดว้ยขอ้จ ากัดของผูใ้หบ้รกิารภายนอกที่ไม่ใช่บุคลากรภายในขององคก์รจงึมักขาดประสบการณ์ ขาดความ

เขา้ใจในกระบวนการทางธรุกจิ (Business Process) ขององคก์ร และดว้ยสภาวะการแข็งขันทีแ่ตล่ะองคก์รตา่งตอ้งแย่งชงิ
ความเป็นผูน้ า จงึต่างตอ้งเร่งรีบพัฒนาและปรับปรุงระบบเทคโนโลยีสารสนเทศของตนเองใหแ้ลว้เสร็จโดยเร็ว จากการ

พัฒนาอย่างเร่งรบี ไดก้่อใหเ้กดิปัญหาขึน้ในกระบวนการพัฒนาระบบ เช่น ปัญหาการรวบรวมความตอ้งการของผูใ้ชง้าน 

(User Requirements) ทีไ่ม่ถูกตอ้งครบถว้นตามความตอ้งการทีแ่ทจ้รงิของผูใ้ชง้าน รวมถงึระบบควบคุมต่างๆทีค่วรจะมก็ี
มักจะถกูละเลย และหากองคก์รใดมกีระบวนการทางธรุกจิทีส่ลับซับซอ้นมรีะเบยีบวธิปีฏบัิตหิลายขัน้ตอน ก็ยิง่ท าใหปั้ญหา

เหลา่นี้เกดิขึน้ไดง้่ายยิง่ขึน้ และจะสง่ผลใหก้ารออกแบบระบบแอปพลเิคชันเกดิความผดิพลาด และเมือ่ระบบแอปพลเิคชัน
ถูกพัฒนาเสร็จและน าไปตดิตัง้ใชง้าน ปัญหาทีต่ามมาจะเป็นสิง่ทีน่่าเป็นห่วงและน่ากังวลเป็นอย่างมาก ก็คอืปัญหาความ

ผิดพลาดและช่องโหว่ต่างๆที่จะเกดิขึน้กับระบบแอปพลิเคชัน อันเป็นผลมาจากการขาดการติดตาม ตรวจสอบและ

ควบคุมดูแลเอาใจใสใ่นระหว่างทีผู่ใ้หบ้รกิารภายนอกด าเนนิการพัฒนาระบบ จนท าใหอ้งคก์รตอ้งเผชญิกับสภาวะเสีย่งตอ่
การถูกคุกคาม ทัง้ปัญหาการถูกคุกคามจากภายในองคก์ร และการถูกคุกคามความมั่นคงปลอดภัยทางไซเบอร ์กอ่ใหเ้กดิ

ความเสยีหายจากการละเมดิเขา้ล่วงรูข้อ้มูลลับ การละเมดิเพือ่แกไ้ข หรอืท าลายขอ้มูล การกระท าทุจรติ การละเมดิสทิธิ

สว่นบคุคล จนท าใหอ้งคก์รถกูฟ้องรอ้งด าเนนิคดไีดร้ับความเสยีหาย 

อยา่งไรก็ตามหากองคก์รมกีระบวนการตดิตาม ตรวจสอบและมมีาตรการควบคมุความเสีย่งจากการใชบ้รกิารจากผู ้
ใหบ้รกิารภายนอกที่เหมาะสม มีประสทิธภิาพ ประสทิธผิลเพียงพอ และท าการตดิตาม ตรวจสอบการใหบ้รกิารอย่าง

สม ่าเสมอตัง้แตเ่ริม่ตน้จนกระท่ังสิน้สดุการใหบ้รกิาร ก็จะสามารถป้องกันโอกาสการเกดิความเสยีหายใหแ้กอ่งคก์รได ้ 

หลักสตูรนี้เป็นการอบรมเชงิปฏบัิตกิาร และศกึษาจากกรณีศกึษา จากประสบการณ์การตรวจสอบและควบคมุความ
เสีย่งจากการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยสีารสนเทศทัง้ภาครัฐและเอกชน ทีผู่เ้ขา้รับการอบรมจะ

ไดร้ับการฝึกปฏิบัติเชิงเสมือนจริง เพื่อใหผู้เ้ขา้รับการอบรมไดเ้กิดความรูค้วามเขา้ใจในแนวทางปฏิบัติของแต่ละ
กระบวนการการตรวจสอบและควบคุมความเสีย่งจากการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยสีารสนเทศ 

และสามารถน าไปปฏบัิตไิดจ้รงิ 
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วตัถปุระสงค:์ 

• เพือ่ใหม้คีวามรู ้ความเขา้ใจเกีย่วกับความเสีย่งจากการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยี
สารสนเทศ (IT Outsourcing) 

• เพือ่ใหม้คีวามรู ้ความเขา้ใจในการประเมนิความเสีย่งจากการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงาน
เทคโนโลยสีารสนเทศ (IT Outsourcing)  

• เพือ่ใหม้คีวามรู ้ความเขา้ใจในการควบคมุความเสีย่งจากการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยี
สารสนเทศ (IT Outsourcing) 

• เพือ่ใหม้คีวามรู ้ความเขา้ใจในกระบวนการตรวจสอบการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยี
สารสนเทศ (IT Outsourcing) 

• เพือ่ใหม้คีวามรู ้ความเขา้ใจในกระบวนการตดิตามและประเมนิผลการควบคมุความเสีย่งจากการใชบ้รกิารจากผู ้

ใหบ้รกิารภายนอกดา้นงานเทคโนโลยสีารสนเทศ (IT Outsourcing)   
 

หลกัสูตรนีเ้หมาะส าหรบั: 

• ผูบ้รหิารหน่วยงานเทคโนโลยสีารสนเทศ 

• คณะกรรมการก ากับดแูลการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยสีารสนเทศ 

• คณะกรรมการบรหิารจัดการ และก ากับดแูลการปฏบัิตงิานดา้นเทคโนโลยสีารสนเทศ (IT Steering Committee) 

• คณะกรรมการก ากับดแูลการบรหิารความเสีย่งดา้นเทคโนโลยสีารสนเทศ 

• คณะกรรมการก ากับดแูลการตรวจสอบดา้นเทคโนโลยสีารสนเทศ 

• ผูบ้รหิารโครงการดา้นเทคโนโลยสีารสนเทศ 

• ผูป้ระสานงานโครงการดา้นเทคโนโลยสีารสนเทศ 

• ผูท้ าหนา้ทีพ่ัฒนาระบบงานดา้นเทคโนโลยสีารสนเทศ 

• ผูท้ีม่บีทบาทหนา้ทีเ่กีย่วขอ้งกับการรักษาความมั่นคงปลอดภัยดา้นเทคโนโลยสีารสนเทศ 

• ผูท้ีม่บีทบาทหนา้ทีเ่กีย่วขอ้งกับการบรหิารจัดการความเสีย่งดา้นเทคโนโลยสีารสนเทศ 

• ผูต้รวจสอบระบบเทคโนโลยสีารสนเทศ 

• ผูต้รวจสอบภายใน 

• ผูท้ีป่ฏบัิตงิานในหน่วยงานเทคโนโลยสีารสนเทศ 

• ผูส้นใจท่ัวไป 
 

เนือ้หาหลกัสูตร: 

• ความรูเ้กีย่วกับการใชบ้รกิารจากผูใ้หบ้รกิารภายนอกดา้นงานเทคโนโลยสีารสนเทศ (IT Outsourcing: ITO) 

• ความเสีย่งทีเ่กดิจากการใชบ้รกิารจาก IT Outsourcing 

• หลักการรักษาความมั่นคงปลอดภัยดา้นเทคโนโลยสีารสนเทศ จากการใชบ้รกิารจาก IT Outsourcing 

• ความรูเ้กีย่วกับการตรวจสอบความมั่นคงปลอดภัยดา้นเทคโนโลยสีารสนเทศจากการใชบ้รกิาร IT Outsourcing 

• การก าหนดกรอบการตรวจสอบการใชบ้รกิารจาก IT Outsourcing (IT Outsourcing Audit Framework) 

• การจัดท าโครงสรา้งองคก์ร และก าหนดบทบาทหนา้ทีค่วามรับผดิชอบทีเ่กีย่วขอ้งกับการบรหิารจัดการ 

การใชบ้รกิารจาก IT Outsourcing 

• แนวทางการพัฒนาทักษะความรู ้ความเขา้ใจ และเสรมิสรา้งความตระหนัก ใหแ้กบ่คุลากรทีป่ฏบัิตงิานเกีย่วขอ้ง
กับการใชบ้รกิารจาก IT Outsourcing       

• แนวทางการก ากับดแูลการใชบ้รกิารจาก IT Outsourcing 

• การก าหนดหลักเกณฑก์ารก ากับดแูลการใชบ้รกิารจาก IT Outsourcing 

• การจัดท านโยบายการรักษาความมั่นคงปลอดภัยดา้นเทคโนโลยสีารสนเทศ มาตรฐานสากลดา้นความมั่นคง

ปลอดภัยเทคโนโลยสีารสนเทศ ISO/IEC 27001 ใหค้รอบคลมุการใชบ้รกิารจาก IT Outsourcing 

• การตดิตาม ตรวจสอบ และประเมนิการปฏบัิตติามนโยบายการรักษาความมั่นคงปลอดภัยดา้นเทคโนโลยี
สารสนเทศ จากการใชบ้รกิารจาก IT Outsourcing 

• การจัดท านโยบายการรักษาความปลอดภัยจากการถูกคกุคามทางไซเบอร ์ใหค้รอบคลมุการใชบ้รกิารจาก  

IT Outsourcing 

• การตดิตาม ตรวจสอบ และประเมนิการปฏบัิตติามนโยบายการรักษาความปลอดภัยจากการถกูคกุคามทาง 
ไซเบอร ์จากการใชบ้รกิารจาก IT Outsourcing 

• การบรหิารจัดการความเสีย่งจากการใชบ้รกิารจาก IT Outsourcing 

• การจัดท านโยบายการบรหิารจัดการความเสีย่งจากการใชบ้รกิารจาก IT Outsourcing 

• การตดิตาม ตรวจสอบ และประเมนิการปฏบัิตติามนโยบายการบรหิารจัดการความเสีย่งจากการใชบ้รกิารจาก  

IT Outsourcing 

• กระบวนการตดิตาม ตรวจสอบ และประเมนิความเสีย่งจากการใชบ้รกิารจาก IT Outsourcing 

• การก าหนดหลักเกณฑก์ารใชบ้รกิารจาก IT Outsourcing 

• การก าหนดระเบยีบวธิปีฏบัิตแิละหลักเกณฑใ์นการพจิารณาคัดเลอืก IT Outsourcing 
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• การตดิตาม ตรวจสอบ และประเมนิการปฏบัิตติามระเบยีบวธิปีฏบัิตแิละหลักเกณฑใ์นการพจิารณาคัดเลอืก  

IT Outsourcing 

• การจัดท าสญัญาการใชบ้รกิารจาก IT Outsourcing หรอืการจัดท าขอ้ตกลงการใหบ้รกิาร  
(Service Level Agreement: SLA) 

• การตดิตาม ตรวจสอบ และประเมนิการจัดท าสญัญาการใชบ้รกิารจาก IT Outsourcing  

หรอืการจัดท าขอ้ตกลงการใหบ้รกิาร (Service Level Agreement: SLA) 

• การประเมนิความเสีย่งจากการเชือ่มต่อหรอืการเขา้ถงึขอ้มูลขององคก์รจาก IT Outsourcing 

• มาตรการการรักษาความมั่นคงปลอดภัยดา้นเทคโนโลยสีารสนเทศในการเชือ่มต่อหรอืการเขา้ถงึขอ้มลู 
จาก IT Outsourcing 

• แนวทางการควบคมุการเชือ่มต่อหรอืการเขา้ถงึขอ้มลูขององคก์รจาก IT Outsourcing 

• การจัดท าสญัญาหรอืขอ้ตกลงการเชือ่มตอ่หรอืการเขา้ถงึขอ้มลูขององคก์รจาก IT Outsourcing 

• การตดิตาม ตรวจสอบ และประเมนิการปฏบัิตติามสญัญาหรอืขอ้ตกลงการเชือ่มต่อหรอืการเขา้ถงึขอ้มลู 

ขององคก์รจาก IT Outsourcing 

• กระบวนการและแนวทางบรหิารจัดการการเปลีย่นแปลง (Change Management)  

ในการใชบ้รกิารจาก IT Outsourcing 

• กระบวนการและแนวทางการบรหิารจัดการการตัง้คา่ระบบ (System Configuration Management)  
ในการใชบ้รกิารจาก IT Outsourcing 

• กระบวนการและแนวทางการบรหิารจัดการขดีความสามารถของระบบ (Capacity Management)  

ในการใชบ้รกิารจาก IT Outsourcing 

• การตดิตาม ตรวจสอบการจัดเก็บขอ้มลูบันทกึเหตุการณ์ (Logging) ของ IT Outsourcing 

• การตดิตาม ตรวจสอบการดแูลระบบและเฝ้าระวังภัยคกุคาม (Security Monitoring) ของ IT Outsourcing 

• การตดิตาม ตรวจสอบการบรหิารจัดการชอ่งโหวแ่ละการทดสอบเจาะระบบ (Vulnerability Management  
and Penetration Testing) ของ IT Outsourcing 

• แนวทางการก าหนดมาตรฐานและวธิปีฏบัิตใินการส ารองขอ้มลู (Data Backup) ใหกั้บ IT Outsourcing 

• แนวทางการบรหิารจัดการเหตุการณ์ผดิปกตดิา้นเทคโนโลยสีารสนเทศ (IT Incident Management)  
ทีเ่กดิจากการใชบ้รกิารจาก IT Outsourcing 

• แนวทางการบรหิารความต่อเนื่องทางธรุกจิ (Business Continuity Management: BCM)  
จากการใชบ้รกิารจาก IT Outsourcing 

• การก าหนดมาตรการการคุม้ครองผูใ้ชบ้รกิารขององคก์ร (Consumer Protection)  

ในการใชบ้รกิารจากผูใ้หบ้รกิารภายนอก IT Outsourcing 

• การตรวจสอบ และตดิตามการปฏบัิตติามมาตรการการคุม้ครองผูใ้ชบ้รกิารขององคก์ร (Consumer Protection) 

ในการใชบ้รกิารจากผูใ้หบ้รกิารภายนอก IT Outsourcing 

• แนวทางการบรหิารจัดการการตดิตอ่สือ่สาร (Communication Management) กับผูใ้หบ้รกิาร IT Outsourcing 

• การตดิตาม ตรวจสอบ และประเมนิการบรหิารจัดการการตดิต่อสือ่สาร (Communication Management)  
กับผูใ้หบ้รกิาร IT Outsourcing 

• แนวปฏบัิตใินการตดิตามผลการใหบ้รกิารของ IT Outsourcing 

• แนวทางการประเมนิผลการใหบ้รกิารของ IT Outsourcing  

• แนวทางการประเมนิความเสีย่งจากการใชบ้รกิาร IT Outsourcing ดา้นประสทิธภิาพการรักษาความมั่นคง

ปลอดภัยเทคโนโลยสีารสนเทศ และการปฏบัิตติามกฎหมายของ IT Outsourcing 

• แนวทางการก าหนดมาตรฐาน ระเบยีบปฏบัิตวิ่าดว้ยการยกเลกิและสิน้สดุสญัญาหรอืขอ้ตกลง 

• แนวทางการวางแผนเพือ่เตรยีมการน าเอาบรกิารทีใ่ชกั้บ IT Outsourcing กลับมาด าเนนิการเอง 
 

 (เฉพาะหลกัสูตรนี)้ => ผูป้ระกอบการทีส่ง่บุคลากรเขา้รับการฝึกอบรมในหลักสตูรทีผ่่านการรับรองตาม

มาตรการ Thailand Plus Package สามารถ “ลดหยอ่นภาษเีงนิได ้250%” ของคา่ใชจ่้ายในการฝึกอบรมลูกจา้ง  
ดรูายละเอยีดเพิม่เตมิไดท้ี ่www.stemplus.or.th 
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คา่ลงทะเบยีนอบรม: 10,500 บาท (ไมร่วมภาษีมลูค่าเพิม่) 

จ านวนช ัว่โมงในการฝึกอบรม: 3 วัน (18 ชั่วโมง) 

ชว่งเวลาฝึกอบรม: 9.00 - 16.00 น. 

ก าหนดการอบรม: ตามตารางปฏทินิอบรมประจ าปี 

https://www.career4future.com/trainingprogram 

 
 

วทิยากร:  

  

  

อาจารยภ์ธินัปติ ์ถริสตัยาพทิกัษ ์

• วทิยากรรับเชญิ ประจ าสถาบันพัฒนาบคุลากรแหง่อนาคต 

• ทีป่รกึษาระบบรักษาความมั่นคงปลอดภัยดา้นสารสนเทศภาครัฐ 

และเอกชน 

 

หมายเหตุ 

• สถาบันฯ มกีารจัดเตรยีมเครือ่งคอมพวิเตอร ์(ในหลักสตูรทีต่อ้งใชโ้ปรแกรมคอมพวิเตอร)์ เอกสารการอบรม 
อาหารว่าง และอาหารกลางวัน ใหกั้บผูเ้ขา้อบรม 

• สถานทีอ่บรม หอ้งอบรม ณ สถาบันพัฒนาบุคลากรแหง่อนาคต อาคาร สวทช. ชัน้ 6 ถนนพระรามที ่6  

แขวงทุง่พญาไท เขตราชเทว ีกรุงเทพฯ 10400 

• เฉพาะหน่วยงานภาครัฐ และองคก์รของรัฐ ทีไ่มใ่ชธ่รุกจิและไมแ่สวงหาก าไร จะไดร้ับการยกเวน้
ภาษีมลูคา่เพิม่ 

• สถาบันฯ เป็นหน่วยงานราชการ ไดร้ับการยกเวน้ไมต่อ้งหักภาษี ณ ทีจ่่าย 3% 

• ผูเ้ขา้ร่วมอบรมจากหน่วยงานราชการสามารถเบกิค่าลงทะเบยีนจากตน้สงักัดได ้ตามระเบยีบกระทรวงการคลัง 

และไมถ่อืเป็นวันลาเมือ่ไดร้ับการอนุมัตจิากผูบั้งคับบัญชา 

• คา่ใชจ่้ายในการสง่บคุลากรเขา้อบรมทางวชิาชพีของบรษัิทหรอืหา้งหุน้สว่นนติบิคุคล สามารถน าไปลดหย่อน

ภาษีได ้200% 
• สถาบันฯ ขอสงวนสทิธิใ์นการเปลีย่นแปลงเนื้อหาหลักสตูร วทิยากร รูปแบบการอบรม ตามความเหมาะสมและ

ความจ าเป็น เพือ่ประโยชน์สงูสดุของผูเ้ขา้รับการอบรม  

• สถาบันฯ ขอสงวนสทิธิ ์ไม่บันทกึภาพ วดิโิอ หรอืบันทกึเสยีง ตลอดระยะเวลาการอบรม เนื่องจากเป็นลขิสทิธิ์

ร่วมระหวา่งวทิยากรกับสถาบันฯ และเพือ่ป้องกันการละเมดิขอ้มลูสว่นบุคคล ตาม พ.ร.บ.คุม้ครองขอ้มูลสว่น
บคุคล 

• ผูเ้ขา้อบรมตอ้งมเีวลาเรยีนไมต่ ่ากว่า 80% และท ากจิกรรมทุกหัวขอ้ของหลักสตูร จงึจะไดร้ับวฒุบัิตรจาก

ส านักงานพัฒนาวทิยาศาสตรแ์ละเทคโนโลยแีหง่ชาต ิ(สวทช.) 
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